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Current 

Challenges

Vast majority of interent-enabled devices and the expansion of 
IoT devices that will be connected to the internet.

 Immense volume of data will transfer between the cloud and data 
sources .  
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The current cloud computing models may not encounter any 
bandwidth issues and can't cope with these amount of data
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Reduce Data Latency

Save Bandwidth

Immediate processing data

Fog

Fog

The Fog computing 
advantages for 
services in several 
domains, such as 
Smart Grid, wireless 
sensor networks, 
Internet of Things 
(IoT) and software 
defined networks 
(SDNs).

Investigating1

The state of- the art in 
Fog-Computing 
including the 
strategies for these 
edge devices to 
collaborate in data 
analysis: distributed 
computing. 

Examining

Gathering Data for 
Performance 
Evaluation and 
Defining specific data 
analysis techniques to 
support anomalies 
detection. 
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Presenting preliminary results that indicate that 
fog computing is feasible and in using the edge of 
the network in conjunction with the cloud has 
potential benefits that can improve QoS and 
QoE. 
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Implementing variety of  key use cases of the 
Internet of Things,  and employing fog computing 
improves the performance of the application in 
terms of response time and bandwidth 
consumption.


